MOT Portal Admittance Requirements & Security Policies
System Requirements software:

Operating System: Windows XP (all versions), Windows Vista (all versions), Windows 7, 8 and 10 (all versions), Apple Macintosh OS X 10.5 and up

Browser: Microsoft Internet Explorer 7 and up, Microsoft Edge, Mozilla Firefox 3.6 and up, Google Chrome

Cookies: Your browser needs to accept cookies for the MOT portal website

Flash Plugin: The Adobe Flash plug-in version 10 or higher needs to be installed

Internet access:

The computer should have internet access (preferable with minimum 1Mb bandwidth)
User Access: 

User access is strictly personal and you should never share the MOT access with others. You are only permitted to access the MOT Portal as a representative of the organization that is required to report unusual transactions and conform the terms of this agreement.

Security/Suggestions: 

Your computer should only be used in a physical secured environment and the user should adhere to safe internet use: 

· Computer should be protected against malware with an antivirus software product with a up to date threat protection.

· If you are using a wireless connection, the wireless connection should be protected.(encryption)
· Always use the latest updates for your software. Check if you are using the latest available web browser version.

· Always install the latest updates and security patches for your computer.

Password security: 

MOT will invoke a password security policy of 180 days. This means that the user is obliged to change the password at least every 180 days.

If you suspect unauthorized access by others to your or someone else's account you are obliged to immediately report this to MOT and if required you will also report this to the Police.

Please be refered to the articles regarding among others confidentiality in the Article 2.0 of the National Ordinance Reporting Unusual Transactions.
Liability

· MOT is not responsible for the technical infrastructure that is out of its control. That includes the systems required for the communication between the user and MOT like the telephone and Internet network and also the computer systems on the user's location. MOT is therefore not responsible for any messages not received or received in a mis-formed manner.

· MOT has done and will do its utmost to protect the security and availability of the systems and cannot be held responsible for any damage or losses.
